**Summary Post**

The peer responses appeared to largely agree with my post, however they suggested exploring Microsoft’s current strategies, business needs and security posture compared to their rivals. This post will summarise our discussion.

**Business Needs**

Arguably, Microsoft see security low in their business needs if there is no return on investment. In 2023, Microsoft faced backlash when federal departments that used their systems were hacked (Guardian, 2023). Security features were paid add-ons (Jones, 2023), as opposed to defaults which their own team advocates (Howard & LeBlanc, 2014). This backlash also emphasises my original point about reputational damage and data breaches harming trust. An increase in investment in the development cycle could have prevented the criticism.

**Industry Rivals**

Paid add-ons were clearly a financial decision, and in stark contrast to their rival Apple who appear to prioritise security. For example, when the FBI requested access to a terrorist’s iPhone, Apple refused, stating it would damage consumer trust and put all iPhone users at risk (Mishra, 2020). Microsoft could have avoided the criticism from the aforementioned hack had they taken the same stance and moral investment in cyber security as Apple. There is also a danger of rivals taking market share should Microsoft have a lax security posture compared to their rivals.

**Current Strategies**

Microsoft ensure their security methods are up-to-date through collaboration, research and investment. This approach is heavily outlined in the *Microsoft Digital Defense Report* and is seen with Microsoft assisting Ukraine in combatting Russian “cyber weapons” (Microsoft, 2023). The company is also enhancing its security posture by investing in areas such as Artificial Intelligence. This investment will aid Microsoft in achieving their predicted 2025 cyber security revenue of $35 billion USD (Krause, 2023).

**Conclusion**

To summarise, Microsoft have struggled with security in the past. However, they must maintain investment in cyber security. Failure to do so will result in reputational damage, loss of consumer trust and damage to their market share compared to more security conscious rivals.
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